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Introduction

The use of continuous video surveillance of public areas does not raise significant legal obstacles. Although no courts have addressed this issue, under current Fourth Amendment, First Amendment and California tort law, video surveillance represents a valid use of a state's power to protect its citizens. Continuous video surveillance serves as a mechanical police officer. Video surveillance does not intrude upon an individual's sphere of privacy, rather, it records events occurring in public space for which individuals do not have reasonable expectations of privacy. Early reports from police departments in cities across the United States, including Redwood City in California, indicate that as a result of video surveillance, crime has been "significantly reduced."1

This paper will discuss potential wiretapping, First Amendment, Fourth Amendment, and tort law claims that may arise as a result of video surveillance. Additionally, the paper will discuss how courts have addressed similar issues throughout the country and predict how courts will address the legal issues surrounding continuous video surveillance in the future.

FEDERAL STATUTORY AND CONSTITUTIONAL CONSTRAINTS
I. Title I of the Electronic Communications Privacy Act
A. Silent Video Surveillance

Title I of the Electronic Communications Privacy Act ("Title I"),2 limits law enforcement's ability to wiretap. Under Title I, police departments must obtain warrants prior to secretly intercepting some communications. Silent video surveillance on public streets does not have to comport with Title I because the Act only addresses devices which capture audio signals.

Title I does not mention silent video surveillance. Title I does prohibit a person from intentionally intercepting, or attempting to intercept, "any wire, oral or electronic communication. . . . "3 "Wire communication" includes "any aural transfer made . . . through the use of facilities for the transmission of communications by the aid of wire, cable, or other like connection between the point of origin and the point of reception."4

However, the legislative history of Title I clearly indicates that silent videotaping does not violate the statute. The Senate noted that:

if law enforcement officials were to install their own cameras and create their own closed circuit television picture of a meeting, the capturing of the video images would not be an interception under the statute because there would be no interception of the contents of an electronic communication.5

In fact, every circuit that has addressed the issue of silent video surveillance has concluded that Title I does not cover its use.6

B. Video Surveillance with Audio Capabilities.

Conversely, Title I does limit video surveillance with audio capabilities. Title I specifically states that it covers orders "authorizing or approving the interception of a wire or oral communication."7 In fact, the Supreme Court, in United States v. New York Telephone Company,8 recognized that all audio surveillance falls within the ambit of Title III,9 the predecessor statute to Title I. The Court, in holding that pen registers10 do not implicate Title III, stated that pen registers "do not hear sound . . . . They do not accomplish the 'aural acquisition' of anything, [and they] present the information in a form to be interpreted by sight rather than by hearing."11 In contrast, a device with audio capabilities falls within the rubric of Title I.

Thus, any continuous video surveillance that also has an audio component must comply with the
Title I. If a continuous video surveillance device can intercept sound, and the surveillance constitutes a search, the police must first obtain a warrant prior to the installation of the device. As will be discussed below, however, it appears that most video surveillance does not implicate the Fourth Amendment, and thus the limits of Title I will not present a concern for video surveillance even with audio capabilities.

II. Potential Fourth Amendment Implications of Video Surveillance of Public Streets.

The Fourth Amendment prohibits unreasonable "searches and seizures." The Supreme Court case, *Katz v. United States*, defined modern search law under the Fourth Amendment. In *Katz*, the Supreme Court declared that "the Fourth Amendment protects people, not places." "What a person knowingly exposes to the public, even in his own home or office, is not a subject of Fourth Amendment protection," but, "what he [that person] seeks to preserve as private, even in an area accessible to the public may be constitutionally protected." The Supreme Court has adopted a two-part test to determine whether or not policy activity constitutes a search of an individual: (1) Has the individual manifested a subjective expectation of privacy? and, (2) Is society prepared to recognize that expectation as reasonable or legitimate? This test balances the privacy interests of individuals against society's desire to maintain effective law enforcement.

A. Video Surveillance Of Public Streets.


Individuals have no reasonable expectation of privacy on public streets and thus their activities are not protected under the *Katz* test. "Generally, one walking along a public sidewalk or standing in a public park cannot reasonably expect that his activity will be immune from the public eye or from observation by the police." As recognized by the Supreme Court in *United States v. Knotts*:

A person traveling in an automobile on public thoroughfares has no reasonable expectation of privacy in his movements from one place to another. When [an individual] traveled over the public streets he voluntarily conveyed to anyone who wanted to look the fact that he was traveling over particular roads in a particular direction, the fact of what ever stops he made, and the fact of his final destination when he exited from public roads onto private property.

Furthermore "[n]othing in the Fourth Amendment prohibited the police from augmenting the sensory faculties bestowed upon them at birth with such enhancement as science and technology afforded to them." Courts, for the most part, have allowed police to employ videotaping to view individuals on public roads. Transactions in plain view in a public forum simply do not implicate the Fourth Amendment.

In *United States v. Sherman*, the Court of Appeals for the Ninth Circuit, in an unpublished decision held that individuals videotaped in public view have no reasonable expectations of privacy, and could not challenge the government's use of the videotape at trial as violating the Fourth Amendment. The court reasoned that:

The transaction took place in plain view in a public place along a highway. Everything that was captured by the camera could just as easily have been seen by a person hiding in the trees where the camera was located. Videotaping of suspects in public places . . . does not violate the fourth amendment; the police may record what they normally may view with the naked eye.

At least one commentator, however, has argued that the technological impact of continuous video surveillance may raise significant privacy concerns related to the Fourth Amendment. The theory rests upon the individual's "lack of awareness of technological advances and possibilities." Because, in general, people "do not understand the sophistication of--and therefore the potential for intrusion in--modern surveillance techniques," those people have manifested: (1) a subjective expectation of privacy, which (2) society should be prepared to accept as reasonable.

Video surveillance, it is argued, constitutes a search in violation of the Fourth Amendment, because video surveillance enhances law enforcement's ability to visualize an individual's activity and these cameras can be surreptitiously placed outside of public view:

If an enhancement device is used, a search has taken place. Without the enhancing devise, the activity in question would not have been espied. . . . If a video camera can zoom in to focus on facial expressions, a license plate, or a letter we may be carrying, can we really claim that the cameras merely see what the beat cop would see if he was on a street corner?

Moreover, it is argued, that law enforcement must possess an individualized suspicion prior to monitoring individuals. In Ybarra v. Illinois, the Supreme Court held that the police cannot engage in a search of everyone in a particular establishment, merely because they have reason to believe that one individual at that location was involved in criminal activity. Rather, the police must have an "individualized suspicion" that each person whom they decided to search was involved in criminal activity. Because video surveillance acts as "mass monitoring" of citizens, law enforcement does not possess individualized suspicion and the surveillance violates the Fourth Amendment.

However, in order for this theory to be valid, a court must first determine that the use of video cameras constitutes a search. If the video monitoring constitutes a search, then under the Supreme Court's requirement of "individualized suspicion," the search would violate the Fourth Amendment. Granholm's argument that continuous video surveillance constitutes a search in violation of the Fourth Amendment has not been accepted by any court to date. Because most courts recognize the inherent need for such devices to protect the public, and because the use of video surveillance only monitors individuals in public places, courts have held that such devices do not violate the Katz definition of a search.

B. Possible Restrictions on Public Video Surveillance.

Based on Katz and its progeny, it appears that current Fourth Amendment jurisprudence would allow fixed video surveillance of public spaces. However, rotating cameras that videotape activities occurring on private property and cameras possessing superior vision-enhancing devises may raise Fourth Amendment concerns. While the majority of courts have determined that rotating cameras and cameras equipped with superior visual devices will not raise Fourth Amendment issues, some courts have found similar devices to violate the Fourth Amendment.

1. Rotating Cameras and the Fourth Amendment

Non-technologically-enhanced surveillance by the government of activities occurring within an individual's house may constitute a search in violation of the Fourth Amendment. The Supreme Court has decided a series of cases regarding non-technologically-enhanced aerial surveillance by law enforcement, and has developed a test to determine if such surveillance would constitute a search in violation of the Fourth Amendment: (1) Does the surveillance occur from public navigable airspace? and, (2) Is the surveillance conducted in a physically non-intrusive
manner? In the cases of rotating video cameras, the test would have two similar elements: (1) Does the video surveillance occur from publicly accessible space? and, (2) Was the surveillance non-intrusive? If both parts of the test are satisfied, and the activity does not violate a reasonable expectation of privacy, the video surveillance is not a search.

While Fourth Amendment issues regarding continuous rotating video-surveillance cameras have not been adjudicated, similar issues have arisen in lower courts. For example, courts have had to decide whether an officer violates an individual's Fourth Amendment rights when he views a residence through a telescope or binoculars from a public place. Most lower courts have held that such surveillance does not violate the Fourth Amendment, because officers utilizing these visual enhancing devices do so within publicly accessible spaces, and because the devices are physically non-intrusive. In Fullbright v. United States, the Court of Appeals for the Tenth Circuit upheld a warrantless binocular surveillance of a home. The court in Fullbright reasoned that because the surveillance occurred from public space, and because the surveillance did not physically intrude upon an individual's home, no violation of the Fourth Amendment occurred.

Some courts, however, disagree. These courts have determined that the viewing of a home with binoculars or a telescope violates the Fourth Amendment. In United States v. Taborda, the court held unconstitutional observations made by Drug Enforcement Agents with the aid of telescopic binoculars. The Taborda court noted that there was a high level of privacy expectation in an individual's home, and there existed a presumption of unconstitutionality of surveillance employing technologically enhanced devices. The dissent, quite curtly, summarized the position of a majority of courts: "In my judgment there can be no reasonable expectation of privacy with respect to what can be seen by means of a long-familiar and generally used optical instrument." Based on Supreme Court precedent, as well as most lower court decisions, it is reasonable to conclude that rotating video cameras which have the capability of viewing activity occurring on an individual's private property would not violate the Fourth Amendment. First, the cameras would presumably be placed in publicly accessible space -- on a telephone pole, in a tree or at a bus depot -- and moreover, the camera would not physically intrude on an individual's private property. Thus, rotating video cameras viewing criminal activity occurring on an individual's private property -- in her living room while the shades are open, in an apartment lobby or in a car -- would not be a search, and the Fourth Amendment would not apply.

**2. Video Cameras with sensory-enhancing devices**

Some argue that cameras equipped with sensory enhancing devices that would enable law enforcement to view more than what the naked-eye or binocular enhanced surveillance would allow, violates the Fourth Amendment. For example, video cameras equipped with a device to penetrate tinted windows in an automobile or to discern the masked happenings in an apartment with clouded windows may constitute a search.

A search that reveals information within a private place that could not be discerned by the naked eye violates the Fourth Amendment protection against unreasonable searches. In United States v. Karo, the Supreme Court held unconstitutional the monitoring of the movement of a container of chemicals inside various houses by the police. The Court concluded that "indiscriminate monitoring of property that has been withdrawn from public view would present far too serious a threat to privacy interests in the home to escape entirely some sort of Fourth Amendment oversight." While binoculars magnify, they only have the capability of viewing events exposed to the public. If the shades are closed in an apartment, even very strong binoculars could not penetrate that shield. However, if a video camera had an infrared filtering device that had the capability to view things that a reasonable person sought to eliminate from public view, Fourth
Amendment concerns would arise.

III. Video Surveillance and the "Chilling Effect."

The secrecy of video surveillance may raise certain chilling effects associated with violations of the United States Constitution's First and Fourth Amendments. An individual may never know if law enforcement monitors her actions with the use of video surveillance. "Accordingly, all members of the community, law abiding citizens as well as criminals, may constantly fear ongoing law enforcement surveillance. . . . The Supreme Court has recognized the concerns raised by secret search techniques, noting that such undisclosed searches may have a chilling effect on First Amendment rights."46

The Supreme Court has found that constitutional violations may arise from the chilling effect of government regulations.47 In none of those cases, however, did the unconstitutional chilling effect arise simply from "the individual's knowledge that a governmental agency was engaged in certain activities or from the individual's concomitant fear that, armed with the fruits of those activities, the agency might in the future take some other and additional action detrimental to that individual."48 Rather, in order for a private individual to be able to challenge an activity as violating the First Amendment, an individual must "show that he has sustained, or is immediately in danger of sustaining a direct injury as a result of that action."49 Additionally,

the existence of a “chilling effect,” even in the area of First Amendment rights, has never been considered a sufficient basis, in and of itself, for prohibiting state action. Where [the state action] does not directly abridge free speech, but--while regulating a subject within the State's power--tends to have the incidental effect of inhibiting First Amendment rights, it is well settled that the [state action] can be upheld if the effect on speech is minor in relation to the need for control of the conduct and the lack of alternative means for doing so.50

This two part test relies on an objective, not subjective analysis.51 Thus, in order to show that a first amendment violation has arisen as a result of law enforcement's use of video surveillance, an individual must show: (1) actual, objective harm, and, (2) that the restriction on speech is severe, and not outweighed by a legitimate government interest.

First, showing actual, objective, harm may be an insurmountable task for an individual challenging the constitutionality of video surveillance. In order to sustain a First Amendment claim of a "chilling effect," an individual must prove that she experienced actual mental anguish or distress as a result of the surveillance.52 Since police officers already patrol the streets, it seems inconceivable that a court would consider a video camera which "observes" the same public area could harm an individual.53

Second, the protection of the public from crime outweighs any potential restriction on an individual's speech as a result of video surveillance. Video surveillance has been recognized as one of the most mentally disconcerting forms of monitoring performed by the government.54 In fact, the Fifth Circuit has noted that "this type of surveillance provokes an immediate negative visceral reaction: indiscriminate video surveillance raises the specter of the Orwellian State."55 However, the protection of individuals from harm and crime is considered a paramount concern of the state,56 and legislatures have broad powers to protect communities from harm.57 Thus, even if an individual can show the severe intrusion of privacy rights by the government, in order to sustain a claim of a "chilling effect," an individual would have to overcome the state's legitimate interest in curtailing the crime rate.

POTENTIAL TORT LIABILITY
California courts have recognized an action under tort law for the invasion of an individual's privacy. Traditionally, the right to privacy encompasses four distinct torts: (1) unreasonable intrusion into a person's solitude or into her private affairs; (2) publicity which places an individual in false light in the public eye; (3) public disclosure of true, embarrassing facts; (4) unauthorized commercial use of an individual's personage. Public video surveillance can only encompass the first of these privacy torts. Thus, only if a court considers the use of continuous video surveillance an unreasonable intrusion into a person's private affairs would a municipality have concern about tort liability.

Under current California law, it is apparent that use of video surveillance would not give rise to a cause of action for the invasion of an individual's privacy under tort law.

First, the use of continuous video surveillance occurs on public streets. California courts have been reluctant to expand tort liability to cover an individual who knowingly exposes herself to the public view. In fact, in Aisenson v. American Broadcasting Co., Inc., a California court held that the videotaping of an individual on a public street did not constitute an unreasonable intrusion into that person's solitude. The court stated that

the right to be secure from intrusion is not absolute: one who intentionally intrudes, physically or otherwise, upon the solitude or seclusion of another or his private affairs or concerns is subject to liability to the other for invasion of his privacy, if the intrusion would be highly offensive to a reasonable person.

However, where an individual subjects herself to the public view by, for example, parking her car on a public street, no invasion of privacy occurs if her activity is videotaped. The Aisenson court further noted that even video cameras with sensory enhancing devices do not give rise to tort action if the use of video taping occurred in a public forum, such as a city street. This is permissible because the individual was in public view.

Second, video cameras do not physically intrude into a person's sphere of privacy, and any invasion of privacy is minimal. Thus, because video surveillance occurs in a public forum -- a city street -- and because the surveillance is physically non-intrusive, tort liability would be precluded under current California tort law.

CONCLUSION

Continuous video surveillance does not implicate First Amendment, Fourth Amendment, or tort law concerns. Even though courts have not addressed the precise question as to whether or not continuous video surveillance would survive legal scrutiny, past Supreme Court and lower court decisions strongly suggest that this type of police monitoring is a valid exercise of a state's police powers.
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